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Overcoming Obstacles 
to Surveillance Research: 
Lessons for Civil Society
//  EDUARDO FERREYRA, PROJECT LEADER, ASOCIACIÓN POR LOS DERECHOS CIVILES

AI surveillance deployments often lack transparency, and civil 
society organizations (CSOs) investigating these systems need 
creative strategies to overcome evasiveness by vendors and 
officials. Through research, advocacy campaigns, and public 
interest litigation, Asociación por los Derechos Civiles (ADC)69 is 
working to counter opaque and unregulated uses of surveillance 
technology in Argentina’s public spaces. Here, ADC project 
leader Eduardo Ferreyra discusses lessons from this work for 
CSOs looking to shed light on the AI-powered expansion of 
digital surveillance.70

CSOs face several common obstacles when researching surveillance 
technologies . First, information on the nature and extent of surveillance 
systems is not readily available through public channels. National and local 
governments do not publish detailed information about their agreements 
with vendors. Freedom of information requests filed by ADC met with little 
success . In some cases, local authorities invoked trade secrets or public 
security to refuse these requests; in others, we received no response at all . 
Although Argentina has a law on access to public information with sanctions for 
noncompliance, legal proceedings are too slow to provide an effective remedy.
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We also tried to reach out to the private vendors that supply Argentine officials 
with their surveillance tools . In most cases, however, we did not manage to 
open direct lines of communication with company representatives . We sent 
emails to the few addresses we could find online but received no response. 
Since the multinational corporations that manufacture surveillance systems 
have headquarters outside Argentina, there are few opportunities to hold 
them accountable. Moreover, officials tend to acquire surveillance systems 
through local suppliers, rather than directly from the manufacturers . This 
practice enables manufacturers to evade scrutiny by obscuring their role .71

With vendors and officials both unwilling to engage with us directly, we 
had to rely on alternative strategies. Official statements served as a starting 
point . For instance, some surveillance systems were launched publicly by 
governments . In addition, we noticed that companies used surveillance 
deployments as marketing case studies on their websites . The Japanese IT 
company NEC, for example, showcased its provision of CCTV, license plate 
recognition, and facial recognition technology (FRT) for an urban surveillance 
program in the town of Tigre near Buenos Aires .72 From marketing materials 
intended for other audiences, we can get a glimpse of vendors’ relationships 
with the local public sector .  

Independent journalists are also a critical source of information . Journalistic 
research helped us to shed light on the public-private partnerships behind 
surveillance deployments, as well as the poor human rights record of 
surveillance companies around the world . Thanks to OneZero, for instance, 
we learned that the city of Buenos Aires is allegedly using facial recognition 
software developed by a Russian company.73 However, it is worth highlighting 
that most media outlets in Argentina usually uncritically portray surveillance 
tools as the solution to violence and crime . 

Strategies to raise awareness around surveillance 
technologies
Our experience has imparted numerous lessons to us when it comes to 
investigating and raising awareness around surveillance technologies . Some of 
them are listed below: 

1 . Create coalitions with other CSOs: In the face of stonewalling by 
public officials and company representatives, organizations working on 
surveillance technology should be in touch with each other to obtain 
information, share contacts, and distribute research tasks . Our research on 
companies operating in Argentina was enriched by information provided 
by digital rights activists and journalists about the behavior of those 
corporations in other parts of the world .  
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2 . Work closely with like-minded journalists: Independent media can be 
a great asset in shedding light on surveillance deals, increasing public 
awareness, and fostering debate by questioning simplistic narratives around 
surveillance tech . 

3 . Engage international actors: Due to public image worries, governments 
may pay more attention to rights issues when they are raised by 
international advocacy groups or through global or regional human rights 
bodies . For example, Argentina’s government removed child suspects’ 
private data from a public database after Human Rights Watch sent a letter 
to the president requesting this change .74 

4 . Highlight concrete concerns around surveillance systems: Companies 
and politicians push surveillance as the answer to crime—regardless of 
whether the evidence supports this view . Publics with genuine safety 
worries may be inclined to accept this narrative . To foster informed 
deliberation about surveillance technology, CSOs and journalists need to 
go beyond abstractions and outline immediate concerns . For instance, 
will the biometric data collected by authorities be vulnerable to theft by 
cybercriminals? 

Surveillance research in developing countries is challenging . Where opacity 
has deep roots in national political cultures, authorities may see few incentives 
to be transparent . Similarly, companies based abroad feel little meaningful 
pressure to turn over information . Under these circumstances, CSOs must be 
collaborative and inclusive . By working closely with one another, engaging 
with journalists and researchers, and leveraging the clout of the international 
human rights community, they can mitigate the asymmetries of power that help 
governments and companies to keep surveillance deals in the dark .
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